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Abstract— The Stream Control Transmission Protocol
(SCTP) has recently been standardized as a new transport
layer protocol in the IP protocol suite. SCTP is based on
the TCP protocol, but incorporates a number of advanced
and unique features which are not available in TCP. Al-
though, the suitability of TCP over satellite networks has
been widely studied, the suitability of SCTP over satellite
networks remains to be evaluated. The objective of this
paper is to investigate the suitability of SCTP for data
communications over satellite networks. We focus on the
advanced features of SCTP that enhance its performance
in satellite networks. Finally, we provide recommendations
on the use of SCTP over satellite networks.

William Ivancic
Satellite Networks & Architectures Branch
NASA Glenn Research Center
21000 Brookpark Rd. MS 54-8,
Cleveland, OH 44135.

The long propagation delay of GEO satellites make
them less desirable for real-time applications, such as
voice communications. The concept of LEO satellite con-
stellation was introduced in 1990s to provide satellite
services at a lower obit by utilizing a large number of
satellites than a GEO constellation. The advantages of
LEO over GEO include lower link propagation delay,
reduced free space attenuation, lower power consumption
for user terminals, and higher spectrum efficiency due
to frequency reuse. However, these advantages come at
the cost of a large number of satellites required to be
launched and maintained (even though a LEO satellite

Keywords: Stream Control Transmission Protocol, Satel-18 less expensive than a GEO one). Additionally, mobility

lite networks, Transport protocols, Next Generation Net-
works.

I. INTRODUCTION

Satellite networks have a large coverage area, and
currently provide television, radio, telephony, and navi-
gation services. Satellites are expected to play a signifi-
cant role in the future global Internet to provide broad-
band data services. Currently, two types of satellites,
viz. Geostationary Earth Orbit (GEO) and Low Earth
Orbit (LEO) satellites, are mostly used for the above ap-
plications. Traditionally, GEO satellites have been used
to provide a bent-pipe transmission channel, where all
packets received on an up-link are transparently piped
to the corresponding down-link, i.e. a GEO satellite is
merely a physical layer repeater in space, which is in-
visible to the routing protocols. To increase system ca-
pacity and reduce end-to-end delay, newer satellites are
increasingly adopting a regenerative paradigm where the
satellites have on-board switching and routing units [1].
This is also consistent with the current efforts of the
National Aeronautics and Space Administration [2] and
the European Space Agency [3].

The work reported in this paper was funded by National Aeronau-
tics and Space Administration (NASA) grant nos. NAG3-2528 and
NAG 3-2922.

management issues, arising due to the non-stationary
nature of LEO satellites with respect to the Earth, have
to be to considered.

When satellites are used for data communications, the
application throughput depends, to a large extent, on the
throughput of the transport protocol. Certain characteris-
tics of satellite networks, such as long propagation delay
of GEO links, high Bit Error Rate (BER) due to channel
fading, and frequent handovers of LEO satellites, present
a challenge in the design of transport protocols. Although
TCP is the dominant transport protocol in the IP proto-
col suite, it was not initially designed for long band-
width delay product networks, such as satellite networks
which are characterized by long propagation delays and
corruption losses due to wireless links. Consequently,
enhancements to improve the performance of TCP over
satellite networks have been proposed [4], [5], [6].

The recent increase in interest in transmitting Voice
over IP (VoIP) networks [7] has led to the development
by the Internet Engineering Task Force (IETF) of a new
transport layer protocol, called Stream Control Trans-
mission Protocol (SCTP) [8], for the IP protocol suite.
Although, the initial objective of developing SCTP was
to provide a robust protocol for the transport of VolP
signalling messages over an IP network, later develop-
ments have also made it useful as a transport protocol
for a wider range of applications, resulting in moving
the standardization work of SCTP from SIGTRAN to



the Transport Area Working Group (TSVWG) of IETF
in February 2001.

SCTP is a reliable network-friendly transport proto-
col which can co-exist with TCP in the same network.
The design of SCTP absorbed many strengths and fea-
tures (such as window based congestion control, error
detection and retransmission, etc.) of TCP and its en-
hancements [4] for satellite networks, that made TCP
a success during the explosive growth of the Internet.
The implementation of some of the enhancements in
SCTP are, however, different from their corresponding
implementations in TCP. SCTP also incorporated several
unique features, such as multistreaming and multihoming
(discussed in Sec. IV), that are not available in TCP.
Some of these unique features may also help SCTP in
achieving a better performance than TCP in satellite net-
works.

There has been work done in the last few years in
evaluating the performance of many aspects of SCTP.
For example, the co-existence of SCTP and TCP in the
Internet has been studied by Jungmaier et al. [9], and
has been shown that SCTP traffic has the same impact
on the congestion control decision of TCP connections
as normal TCP traffic. Jungmaier et al. [10] investigated
the effect of SCTP multi-homing in the recovery of SS7
network linkset failures. They have shown that multi-
homing feature of SCTP can help the endpoints to de-
tect link failures earlier than traditional approach and is
transparent to upper-layer applications. Caro et al. [11]
show the ability of SCTP multi-streaming in reducing
the latency of streaming multimedia in high-loss envi-
ronments. Their experimental results show that multi-
streaming results in a slower degradation in network
throughput as the the loss rate increases. Moreover, user
satisfaction is increased with the improved multimedia
quality provided by this feature.

In the wireless networking area, the performance of
SCTP in mobile network [12], [13] and wireless multi-
hop networks [14] have been studied. In [12], Fu et
al. showed that, like TCP, SCTP also suffered a spu-
rious timeout after a long sudden delay that happens
frequently in mobile networks. However, SCTP SACK
could be used to eliminate the ensuing spurious fast re-
transmission after the spurious timeout. The performance
of SCTP in Mobile-IP was investigated by Fu et al. [13],
and it was shown that the support of a large number of
SCTP GapACK blocks in its SACK chunks can expedite
the error discovery and lost packet retransmission, and
result in better performance than TCP-Reno and TCP-
SACK. In [14], Ye et al. have shown that the throughput
of an SCTP association degrades when the number of
hops between the sender and receiver increases, mainly

due to the hidden node and exposed node problems. A
new scheme is proposed by Fu et al. to support low la-
tency, low packet loss mobility called Seamless IP diver-
sity based Generalized Mobility Architecture (SIGMA) [15],
which utilizes the multihoming feature of SCTP to achieve
lower handover latency, lower packet loss rate, higher

throughput than MIPv6 enhancements. In [16], STGMA

is also applied to space networks to support inter-satellite

handovers in LEO/MEO constellations. Excellent sur-

veys summarizing results of recent studies on SCTP can

be found in [17], [18], [19]. Despite the considerable

research on the effectiveness of various SCTP features

in terrestrial data networks, the authors are not aware of
any in-depth study to investigate the suitability of SCTP

for data communication over satellite networks.

The primary objective of this paper is to evaluate and
highlight those advanced features of SCTP that make
it suitable for data communication over satellite net-
works. This paper differs from previous work on SCTP in
the sense that it investigates, evaluates, and recommends
SCTP features that can be exploited to increase SCTP’s
performance over satellite networks. The results of the
evaluation, and the recommendations provided in this
paper, can be used to enhance the performance of SCTP
for data communications over satellite networks.

We divide the evaluation of the suitability of SCTP
features over satellite networks into two parts:

o Evaluation of standard SCTP features. These are
features which are either available in TCP, or have
been proposed as enhancement to improve TCP’s
performance in satellite networks (Sec. III);

« Evaluation of unique SCTP features. These are fea-
tures which are not available in TCP, but those that
might help SCTP in achieving a high throughput in
satellite networks (Secs. IV and V).

In addition to evaluating the suitability of SCTP for
satellite networks, a secondary objective of this paper
is to make recommendations regarding the use of SCTP
features for enhancing its performance over satellite net-
works. Such recommendations could possibly be incor-
porated into the SCTP protocol, which is still in its early
stages of development.
The contributions of this paper are as follows:

o Investigate the suitability of SCTP for satellite net-
works;

o Evaluate the performance of the unique features of
SCTP over satellite networks;

e Provide recommendations on the use of SCTP over
satellite networks.

The rest of the paper is organized as follows. In Sec. II,
the characteristics of satellite links and their effects on



the performance of transport layer protocols are described.

Standard and unique SCTP features that make it suitable
for satellite communications are discussed in Secs. III
and IV, respectively. Simulation results on the perfor-
mance of the unique SCTP features over satellite con-
stellations is presented in Sec. V. Recommendations on
using SCTP over satellite networks, and our conclusions
from this research are presented in Sec. VI.

II. EFFECTS OF SATELLITE LINK CHARACTERISTICS
ON TRANSPORT PROTOCOLS

A number of satellite link characteristics, which are
different from terrestrial links, may limit the performance
of transport protocols over satellite networks [4], [6].
Because SCTP and TCP use similar congestion con-
trol, retransmission, and round trip time estimation al-
gorithms, the characteristics have many similar effects
on the two protocols. The following are the satellite link
characteristics which are of interest in this paper.

o Long propagation delay: The propagation delay be-
tween an earth station and a GEO satellite is around
120-140ms (milliseconds), which means that it takes
the sender a long time to probe the network capacity
and detect possible loss of segments, resulting in
expensive satellite bandwidth being wasted.

e Large delay-bandwidth product:The GEO satellite
link is a typical case of the Long Fat Pipe (LFP),
which features a large delay bandwidth product.
For example, the DS1-speed GEO channel has a
96500-byte size pipe. The fundamental performance
problems with the current TCP over LFN links were
discussed in [20].

e Errors due to propagation corruption and handovers:

The frequent fading of satellite links results in a low
signal-to-noise ratio (SNR) and consequently a high
Bit Error Rate (BER) during free space propaga-
tion. The GSL handovers in LEO constellations will
also contribute to the burst errors observed by the
endpoints. These errors will cause TCP and SCTP
senders to activate congestion control mechanisms,
and reduce their transmission rates unnecessarily.

o Variable Round Trip Time and Link handovers: The
ground stations in LEO satellite system generally
experience a handover interval of only a few minutes
between two satellites. Propagation delay between
ground and LEO varies rapidly as a satellite ap-
proaches and leaves a ground station. During the
handover, packets can experience a much higher
RTT than during normal periods. Transport layer
protocols, like TCP and SCTP, depend on accurate
RTT estimation to perform congestion control; too

frequent RTT change may cause problems for TCP
RTO calculation algorithms.

In Secs. III and IV, we discuss the SCTP features that
can be used to alleviate the effect of the above satellite
link characteristics on the transport layer performance.

III. STANDARD FEATURES OF SCTP FOR SPACE
ENVIRONMENT

A number of TCP’s built-in features and enhance-
ments have been recommended for use in satellite net-
works [4]. These features, which are also available in
SCTP (we call them standard SCTP features'), are known
to improve TCP performance in satellite networks, and
hence are also helpful for SCTP in satellite networks.
However, as described below, implementation of some
of these standard SCTP features are different from their
implementation in TCP.

A. Support for Path MTU Discovery

Path MTU discovery employs a "DF” bit in IP header
and “fragmentation needed and DF set” ICMP message
to discover the most appropriate Path MTU to be used for
data transmission [21]. As in TCP, Path MTU discovery
provides SCTP with information about the largest pos-
sible segment that will not cause packet fragmentation
at intermediate routers. However, its implementation is
slightly different from TCP in that an SCTP association
may span multiple IP addresses because of multihom-
ing. Consequently, separate path MTU estimates must be
maintained for each destination IP address. SCTP defines
Path MTU (PMTU) as the smallest MTU discovered
for all destination IP addresses. A large segment size
can reduce packet overhead, and enable an SCTP sender
to increase the congestion window (in terms of bytes)
rapidly. PMTU discovery is, therefore, recommended for
enabling transfer of large SCTP segments over satellite
networks.

B. Congestion Control Mechanisms

Like TCP, SCTP also uses Slow Start and Congestion
Avoidance algorithms [8] to probe the available capacity
of a network. These algorithms force a sender to wait
for ACKs before sending new data in order to prevent
congestion collapse. Given the long propagation delay of
satellite links, the satellite link bandwidth is not utilized
efficiently when the sender is going through these algo-
rithms. To ensure that the sender throttles back under
adverse network conditions, thus allowing the network
to quickly recover from congestions, the algorithms are

'The unique features of SCTP will be described in Sec. IV



TABLE I
SCTP SACK CHUNK FORMAT.

0 7 15 31
Type=3 [ Chunk Flags [ Chunk length
Cumulative TSN Ack
Advertised Receiver Window Credit
Number of GapAck Block Number of Dup TSN
Gap Ack Block #1 Start Gap Ack Block #1 End
Gap Ack Block #N Start | Gap Ack Block #N End
Duplicate TSN 1

Duplicate TSN X

necessary in a shared network, especially when a satellite
network becomes part of the Internet. These algorithms
are, therefore, recommended for use in SCTP over satel-
lite networks.

C. SCTP Selective Acknowledgment

Unlike TCP, the use of SACK is mandatory in SCTP.
In SCTP, all data are carried in a structure called ”chunk”
which is fully described by the Chunk type, Chunk flags,
Chunk length, and Chunk data fields, as shown in Table I
for an SCTP SACK chunk [8].

For TCP, the length of the Options field is limited to
40 bytes. A SACK option consisting of n blocks will
have a length of 8 x n + 2 bytes. Therefore, the max-
imum number of SACK gap blocks in TCP’s Options
field is limited to four. If SACK is used together with
the timestamp option (requires 12 bytes), the maximum
number of blocks is reduced to three.

Compared to TCP, SCTP allows more gap blocks in
its SACK chunk. The total available chunk space, as
determined by the Chunk Length field (Table I) is 2'6
bytes. Subtracting the space used by first 16 bytes, the
maximum space available for gap blocks is 26— 16, with
each block requiring four bytes. Therefore, the maximum
number of blocks allowed is 16,380.

Use of SACK allows robust reaction in case of multi-
ple losses from a single window of data [22]. This avoids
a time-consuming slow start stage after multiple segment
losses in a satellite environment and saves network band-
width.

Satellite links have high BER and require a large trans-
mission window to utilize the satellite network band-
width (see Sec. III-E). This translates to a higher prob-
ability of multiple non-consecutive segment losses in
a single window of data transmission. The number of
available Gap Blocks of three or four in TCP may not
be sufficient for reporting all the lost segments. If all the
losses in a single window cannot be reported in a single

SACK, the sender has to wait longer to determine all the
lost segments. SCTP allows more Gap Blocks, thereby
making it more robust to multiple losses in a window of
data caused by satellite link corruption errors.

D. Large Initial Congestion Window

RFC 2960 [8] recommends that an SCTP receiver
should use delayed SACK in acknowledging user data.
This requires an acknowledgment to be generated for
every second segment received, or within 200 ms of the
arrival of any unacknowledged segment. If the initial
congestion window is one segment, the receiver must
wait for the 200ms timer to expire before acknowledg-
ing the first received segment. Because SCTP requires
the initial cwnd < 2 segments [8], we would like to
recommend two segments as the initial value of cwnd
for SCTP over satellite links. This will also decrease the
time required for the slow start phase by one RTT.

E. Large Receiver Window Support

The length of the Window field in the TCP header is
only 16 bits, resulting in a maximum window size of
65535 bytes. Because a DS1-speed GEO satellite chan-
nel has a 96500-byte size pipe (see Sec. 1), TCP cannot
fully utilize the channel bandwidth. As a result, the win-
dow scaling option was proposed [20] to extend the TCP
usable window size to 65535 x 2'4 bytes, and has been
recommended for use in satellite communication [4].

The Advertised Receiver Window Credit field in the
SCTP SACK header (Table I) has a length of 32 bits.
It enables a usable receiver window of up to 232 bytes,
compared to 65535 x 2!4 bytes in TCP with the Window
Scaling option. This inherent large window size of SCTP
should be enough for most satellite environments. The
implicit support of large receiver window size in SCTP,
therefore, makes it suitable for satellite networks.

IV. UNIQUE FEATURES OF SCTP FOR SPACE
ENVIRONMENT

In this section, we describe the unique SCTP features,
i.e. SCTP features that are not available in TCP. These
include multihoming, multistreaming, byte counting, and
explicit support for ECN. The performance impact of
some of these unique SCTP features on data communica-
tion over satellite networks will be evaluated by simula-
tion in detail in Sec. V. Fig. 1 shows an SCTP association
with multihoming and multistreaming with three streams
in the association.
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Fig. 1. Schematic view of an SCTP association.

A. Multihoming

Multihoming allows an association (in SCTP terminol-
ogy, “association” represents the communication rela-

satellitel satellite2

Endpoint A Endpoint B

Fig. 2. An SCTP association with multihomed endpoints.

still be delivered to upper layer applications when they
arrive at the destination. This avoids the head of line
(HOL) blocking [8] found in TCP, where a single stream
carries all the data from upper layer applications. The

tionship between endpoints, which is analogous to »connectii’of multistreaming is especially beneficial in error-

in TCP) between two endpoints to span across multiple
IP addresses (or network interface cards). This built-in
support of SCTP for multihomed endpoints can increase
the reliability of high-availability applications by switch-
ing over data communication to the secondary link when
the primary link fails. Retransmission of lost packets is
done over the secondary address transparently by the
transport protocol without involvement of the applica-
tion layer. This increases the reliability of retransmitted
packets and simplifies the design of applications.

An example use of SCTP multihoming is shown in
Fig. 2, where two endpoints are connected through two
satellite links via satellitel and satellite2. One of the
links is designated as the primary, while the other one
can be used as backup in the case of failure of the
primary or blackouts periods when the primary satellite
is cut out of communication due to shadowing, satellite
handovers, etc. The backup link can also be used when
the upper layer application explicitly requests the use of
the backup link. Multihoming can thus make a satellite
network highly reliable and fault tolerant.

B. Multistreaming

Multistreaming allows data from an upper layer appli-
cation to be split into multiple streams in an association
as shown in Fig. 3. Sequencing of data within a stream is
maintained; if a segment belonging to a certain stream is
lost, segments (from that stream) following the lost one
will be stored in the receiver’s stream buffer until the lost
segment is retransmitted from the source and received
at the receiver. However, data from other streams can

prone environments, like satellite communications. It can
reduce the HOL blocking at the receiver, and reduce the
receiver buffer requirement.

Application (source) Application (destination)

|| =] =||=||Stream
SCTP E =||= g Buffers

DLL

PHY

Association (JStream
—

Fig. 3.  An SCTP association consisting of four streams carrying
data from four upper layer applications.

Effects of multistreaming and HOL blocking are illus-
trated in Fig. 4, where an SCTP association consisting
of four streams is shown. Segments are identified by
Stream Sequence Numbers (SSN) [8] which are unique
within a stream, although different streams can have the
same SSN. In the figure, SSN 11 in stream number 1 has
been delivered to the upper layer application, and SSN
9 of the second stream is lost in the network; SSNs 10,
11, 12 are, therefore, queued in the buffer of the second
stream while waiting for retransmitted SSN 9 to arrive.
Arriving SSN 13 at stream number 2 will also be queued.
Similarly SSN 4 of stream 3 is lost during transmission,
resulting in the blocking of SSNs 5, 6, and 7. For stream



number 4, SSN 21 is being delivered to the upper layer
application, while arriving SSN 23 will be queued in the
buffer because of missing SSN 22. Note that when SSN
12 arrives at the buffer of stream 1, it can be delivered
immediately even if the other streams are blocked. This
illustrates that segments arriving on stream 1 can still be
delivered to the upper layer application, although streams
2 and 3 are (and stream 4 will be) blocked because of
lost segments.

Y

Application j

Association

Fig. 4. Illustration showing head of line blocking of individual
streams at the receiver.

C. Byte Counting in Acknowledgments

As discussed in Sec. III-D, delayed SACK is rec-
ommended by RFC 2960. Byte counting algorithm in-
creases the cwnd by the number of bytes acknowledged
by SACK segments instead of by the number of SACKs.
Byte counting decouples the increase of cwnd from the
arrival frequency of the SACKs, and thus overcomes
the problem of slow increase of cwnd when delayed
SACK is used in long propagation delay networks. Note
that, because TCP increases cwnd by the number of
acknowledgments received by the sender, delayed SACK
in TCP increases the time required by the sender to
increase cwnd during Slow Start.

SCTP limits cwnd increase to one PMTU per SACK;
we call this Byte Counting Limit (BCL). The benefit of
byte counting is impaired when the total number of bytes
acknowledged by a single SACK exceeds one PMTU.
This effect can is illustrated by Fig. 5, where the PMTU
is 1500 bytes. For the SCTP association in Fig. 5(a),
the SACK chunk acknowledges 1072 bytes (less than
PMTU), so cwnd increases by two segments. As a com-
parison, in Fig. 5(b), the SACK chunk acknowledges

cwnd=5360 bytes

cwnd=15000 bytes

“ownd=6432 bytes “Swnd=16500 bytes

(12 segments) (11 segments)
@ (b)
Fig. 5. SCTP byte counting with BCL=1 and 2 respectively.

3000 bytes, but cwnd can only be increased by one
segment. We, therefore, recommend increasing BCL to
two PMTU in order to speedup the slow start phase when
delayed SACK is used.

D. Explicit Congestion Notification (ECN)

SCTP defines ECN capable TLV (the optional para-
meters in an SCTP chunk use the Type-Length-Value
(TLV) format [8]) in both INIT and INIT-ACK chunks
which are exchanged between endpoints during associa-
tion setup. When an endpoint initiates a new association,
it adds the ECN capable TLV in the INIT chunk. If the
peer endpoint responds with the same TLV in the INIT-
ACK chunk, ECN is enabled in the association. Once
ECN enabled, detecting and responding to congestion in
SCTP are almost similar to those defined in [23]. The
difference is when the SCTP receiver detects the ”Con-
gestion Experienced” bit in the IP header of a received
segment. It will use an Explicit Congestion Notification
Echo (ECNE) chunk to notify the sender about the con-
gestion, and the sender will respond with Congestion
Window Reduce (CWR), indicating that cwnd has been
reduced.

Due to the high BER of satellite links (as compared to
terrestrial links), determining the exact reason (conges-
tion vs. corruption losses) of segment losses can prevent
the sender from unnecessarily entering congestion con-
trol, and thus improve SCTP’s throughput. ECN provides
a framework that enables the network routers to notify
congestion state to the endpoints [23]. This mechanism is
not a complete solution to the above problem, but helps
in increasing the throughput. Due to SCTP’s explicit
support for ECN, a sender can utilize the feedback from
a receiver to differentiate corruption losses from conges-
tion drops. When it is determined that a segment loss
is due to corruption during transmission over satellite
links, the sender can avoid unnecessary reductions of the
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congestion window, which is an important advantage in
long delay satellite networks.

V. PERFORMANCE EVALUATION OF SCTP FOR
SATELLITE NETWORKS

In Sec. IV, we described a number of unique features
of SCTP that can be used to enhance transport layer
throughput in satellite networks. In this section, we use
discrete event simulation (ns-2) to study the effect of
those unique features of SCTP on its performance over
satellite networks. We use end-to-end throughput, de-
fined as the number of useful bits delivered per second
to upper layer applications at the destination endpoint,
as the measure of transport layer performance.

A. Satellite Constellations

We consider two types of satellite constellations in our
simulation: a GEO constellation proposed by the Clarke
model [24], and a LEO constellation called Iridium [25],
[26]. The GEO constellation resides at an altitude of
35786 km, and each satellite has on-board processing
capability to route the packets. We choose Iridium as
the LEO constellation in this paper because it is the
first operational LEO system that provides truly global
coverage. Fig. 6 shows the satellites and their orbits in
both a GEO and Iridium LEO constellation.

The Iridium constellation consists of 66 satellites, groupe

into 6 planes with each plane have 11 satellites. Each
satellite has four 25Mbps inter-satellite links (ISL), which
operate in the frequency range of 22.55 to 23.55 GHz.
Two of the ISLs (called intraplane ISL) connect a satel-
lite to its adjacent satellites in the same plane, and the

——— GEO GsL

— LEO GSL
LEO I SL
Wred Link

Destination n

Fig. 7. Simulation topology.

other two ISLs (interplane ISL) connect it to the satel-
lites in the neighboring co-rotating planes. The inter-
plane ISLs is temporarily deactivated near the poles be-
cause of antenna limitations in tracking these ISLs in
polar areas [27]. Each earth endpoint can be connected
to a GEO and/or a LEO satellite through ground-to-
satellite link (GSL). In the case of connection to LEO,
the GSL links experience periodical handovers to accom-
modate the relative movement of the LEO satellites and
the Earth.

B. Simulation Setup and Parameters

The orbit and link characteristics of the GEO and LEO
satellite constellations used in our simulation are shown
in Tables II and III, respectively, and SCTP protocol
parameter values are summarized in Table IV. The sim-
ulations were repeated a number of times by varying a
number of the parameters in Tables II, III, and IV, while
choosing new set of positions for the earth endpoints for
every simulation run. For ease of understanding of the
interconnections between the senders, receivers and the
satellites, a partial network topology consisting of two
GEO satellites and three LEO satellites of the constella-
tion for a particular simulation run is shown in Fig. 7.
In the topology, each GEO satellite is connected to a
C%round station using a GSL, and the ground stations are
interconnected using a terrestrial mesh network.

In the simulation, SCTP associations between a num-
ber of sender-receivers pairs are setup between randomly
chosen earth endpoints within the latitude range between
—40° and 70°. This selection of latitude range is based
on the statistics that over 99% percent of the world
population resides in this range of latitudes [27].



TABLE II
ORBIT AND LINK CHARACTERISTICS OF GEO CONSTELLATION.

Number of satellites 3
Altitude 35786.1 km
Longitude —90°, 30°, 150°
Period time 24 hours
GSL link bandwidth 2Mbps
Bandwidth between gateways 100Mbps
Link queue size 50
Path BER 107* to 107°
TABLE III
ORBIT AND LINK CHARACTERISTICS OF IRIDIUM
CONSTELLATION.
Number of planes 6
Number of satellites/plane 11
Altitude 780.0 km
Geometry polar orbits at 86.4° incl.
Period time 100.4 minutes
Interplane separation 31.6°
Minimum elevation angle 8.2°

ISLs per satellite 4

GSL link bandwidth 1.5Mbps

ISL link bandwidth 25Mbps

Link queue size 50

Path BER 107* to 1079

A GEO GSL link is setup between the ground sta-
tion of an endpoint and its nearest (in terms of longi-
tude) GEO satellite. For LEO GSL links, the simulator
automatically connects a ground station to its nearest
(depending on latitude and longitude) LEO satellite. A
global routing agent (GRA) within the simulator accom-
plishes the task of connecting endpoints to the LEO
satellites. When the network topology changes due to
movement of LEO satellites, the GRA recomputes new
routing tables at all the nodes (including satellites and
ground stations).

Fig. 8 shows a complete snapshot of the ISLs and
GSLs in an Iridium-GEO constellation through which

TABLE IV
SIMULATION PARAMETERS FOR THE TOPOLOGY OF FIG. 7.

Traffic type FTP

Number of associations 10 to 40

Header size 52 bytes
Payload size 512 bytes
Number of streams per association 1to4

Receiver buffer size 4 to 40 segments
Byte counting limit 1 PMTU

Initial cwnd 2 segments

Initial ssthresh 20 segments

Satellites -— Intraplane ISL
° Groundterminas | _ gtsel_f plane ISL
=
T K
\ 5 5
W\ \ \ \ \ \/ /o V f
BN\ e/
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Credit: background map 1 (outline) provided by the Xerox Parc Map Viewer

background maps 2 and 3 (grayscale photo montages) provided as samples by Living earth
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IS

Throughput (bps)

1H A Standard Iridium
£ GEO supplemented Iridium
© Multihomed Iridium

0 1 1
107 0° 10’ 107° 10° 10
BER in Iridium LEO constellation

Fig. 9. End to end throughput comparison of standard Iridium and
GEO supplemented Iridium for GEO GSL BER of 10~ ¢ and 30
SCTP associations.

30 SCTP associations between 30 pairs of end points
are setup. The six planes of the Iridium constellation
are shown by the nearly-vertical lines (since Iridium’s
inclination is 86.4°). Each LEO satellite has four ISLs:
two intraplane and two interplane. Since the satellites in
the two planes near 0° longitude are counter rotating,
there is no interplane ISL between the two planes near
0° longitude. Three GEO satellites reside at longitudes
of —90°, 30°, and 150°. Since each of the GEO satellites
has, on the average, 20 GSLs setup to support 30 SCTP
associations requiring 60 GSLs, the GSLs connected to
the three GEO satellites appear to be denser as compared
to the LEO GSLs.



C. Effect of Multihoming

In this section, we study the effectiveness of SCTP
multihoming in improving the end to end throughput
in satellite network. We assume that every endpoint is
multihomed with two interfaces, with the possibility of
connecting it to a GEO and a LEO satellite. We com-
pare three configurations: (1) Standard Iridium (where
only Iridium constellation is used) with single homed
SCTP associations; (2) GEO supplemented Iridium using
multihomed associations, where each earth endpoint is
connected to an Iridium and a GEO satellite, and Iridium
and GEO GSLs are used as primary and backup paths,
respectively; (3) Standard Iridium with multihomed asso-
ciations, where each earth endpoint is connected to two
adjacent Iridium satellites, and these two LEO satellites
are used as the primary and backup paths. During our
simulations shown in this section, the BER of the GEO
GSL links was fixed at 1076, BER of LEO GSLs and
LEO ISLs were varied between 10~% and 107°. We
keeping BER of GEO GSL fixed since we are mainly
interested in the effect of SCTP multihoming under dif-
ferent BERs in LEO constellation caused by relative
movement and frequent handovers. Also, in this section,
the number of streams in each SCTP association is fixed
at one to eliminate the effect of multistreaming.

Fig. 9 shows the end to end throughput per association
as a function of the BER in Iridium LEO constella-
tion. For low BER, standard Iridium and GEO supple-
mented Iridium have similar performance. This is be-
cause of very few packets being corrupted at low val-
ues of BER, resulting in very few retransmissions over
GEO. For medium values of BER (between 10~ and
10~?), although a larger number of packets are corrupted
and hence retransmitted through the GEO link, the long
propagation delay of GEO links slows down the error
recovery, resulting in low throughput of GEO supple-
mented Iridium. For high values of LEO link BER (larger
than 10~%), the low link BER of GEO links (fixed at
107%) compensates for the longer error recovery time,
therefore, the GEO supplemented Iridium configuration
has the highest performance. In most cases, Standard
Iridium with multihomed associations has the highest
performance because it takes advantage of both higher
reliability of SCTP multihoming and lower delay of LEO
GSLs.

To dimension the GEO link bandwidth, we show in
Fig. 10 the total bandwidth requirement (for all associa-
tions) of a GEO link (when it is used as a backup path) in
the GEO supplemented Iridium configuration as a func-
tion of LEO link BER. The load on the GEO GSLs were
changed by varying the number of associations between

35%10 : :
© 10 associations
£ 20 associations A
31| & 40 associations A : : 1

15F

Required GEO link bandwidth (bps)
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e
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® = & ©
O L L L L
10°° 10°® 107 10° 10° 107
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Fig. 10. Requirement on GEO link bandwidth when used as backup
path

10 and 40. As expected, higher LEO link BER results
in larger number of retransmitted packets due to larger
number of corrupted packets. The larger number of re-
transmitted packets result in large bandwidth requirement
of GEO GSLs. Considering the highest value of BER
(10~%) and dividing the total bandwidth by the number
of association, the maximum bandwidth requirement of a
GEO GSL is found to be about 10Kbps per association.
This bandwidth requirement on GEO GSL links is not
high, even for bandwidth hungry FTP traffic, allowing
GEO satellites as backup links to be a cost effective
approach to increase the end to end throughput for high
LEO link BERs.

D. Effect of Multistreaming

To study the effect of SCTP multistreaming (described
in Sec. IV-B) on buffer size requirement at the receiver
endpoint, and end to end throughput over GEO and LEO
satellite networks (having different characteristics as shown
in Tables II and III), the number of streams per associa-
tion was varied between one to four. We simulated mul-
tistreaming over GEO and LEO constellations separately
using only one interface (either GEO or LEO) of each
endpoint.

Multistreaming can be used to alleviate the head-of-
line (HOL) blocking resulting from TCP’s strict byte-
order delivery (see Sec. IV). Each stream is kind of
a "sub-flow” within the overall data flow, where the
delivery of packets in a sub-flow are independent of
other sub-flows. Under error-prone satellite link condi-
tions and limited receiver buffer size, multistreaming can
significantly reduce the receiver buffer size requirements
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and increase end to end throughput. This is illustrated in
Figs. 11 and 12 which show the end to end throughput
per association as a function of the receiver buffer size.
s is the number of streams and e is the BER of Iridium
or GEO links. We can see that when the BER is low
(< 1077), multistreaming does not have much impact
on the end to end throughput. For higher BER (> 107%)
with limited receiver buffer, the HOL blocking will re-
sult in buffer overflow at the receiver and reduction in
throughput.

Figs. 13 and 14 show the end to end throughput as
a function of BER for LEO and GEO satellites, respec-
tively. We also varied the number of streams and buffer
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sizes. We can see that the number of streams has an
impact on the end to end throughput for high BER and
small receiver buffer size (8 segments). When the buffer
size is small, a high BER will result in a high degree
of HOL blocking, resulting in higher possibility of buffer
overflow, and therefore lower throughput. However, when
the receiver buffer size is large, the buffer is sufficient to
avoid buffer overflow. The throughput is not noticeably
reduced as a result on HOL blocking, and the number
of streams has less effect on the end to end throughput.



TABLE V
SUMMARY OF RECOMMENDATIONS FOR STANDARD SCTP

FEATURES.

’ Feature \ Use \ Where ‘
Path MTU Discovery Recommended S
Slow Start Required S
Congestion Avoidance Required S
Fast Retransmit Recommended S
Fast Recovery Implicitly Used S
SACK Implicitly Used | S, R
Delayed SACK Recommended R
Large Initial cwnd Recommended S
Large Receiver Window | Implicitly Used | S, R

VI. RECOMMENDATIONS AND CONCLUSION

SCTP is a new transport layer protocol which is being
developed by the Internet Engineering Task Force. In
this paper, we have studied the suitability of its various
features in space environment. In addition to a number of
features which are in common with TCP and are known
to help transport layer performance in space environ-
ment, we have also investigated the suitability of some
of its unique features for space environment.

We first outlined satellite link characteristics which
may limit the performance of transport protocols, fol-
lowed by unique SCTP features that may help in better
utilizing the bandwidth of satellite networks, while pre-
venting congestion collapse in a shared network. The
authors believe that these features should make SCTP
very suitable as a transport protocol for satellite net-
works.

With a view to stimulating further research in the
area of SCTP in space networks, we summarize our
recommendations for the use of SCTP features in space
networks in Tables V and VI. In these tables, the last
column denotes the point in the network where the fea-
ture could be implemented: ”S” means the sender, "R”
means the receiver, and S, R” means both sender and
receiver. Table V summarizes the recommendations for
standard SCTP features (i.e. those which are also avail-
able in TCP), while Table VI provides recommendations
for use of the unique SCTP features (i.e. those that are
not available in TCP).

There are a number of unresolved issues for both TCP
and SCTP in a space environment, such as SCTP/IP

Header Compression in high BER environment, bias against

long-RTT associations during congestion avoidance, and
the interaction between SCTP retransmissions and link
layer ARQ. Such issues require further research to im-

prove the performance of SCTP over satellite links. More-

TABLE VI
SUMMARY OF RECOMMENDATIONS FOR UNIQUE SCTP
FEATURES.

’ Feature \ Use \ Where ‘
SCTP Multihoming Recommended S, R
SCTP Multistreaming Recommended S, R
Byte Counting Implicitly Used | S, R
Larger Byte Counting limit | Recommended S
ECN Recommended S, R

Sequence (PAWS) numbers and Round Trip Time Mea-
surement (RTTM) [20], require the timestamp option [20]
which is not available in SCTP. In order to use these
features in SCTP, new chunk type for timestamp should
be considered in future developments of SCTP.
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